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RFC 2350 

Version: 0.1  
Date: Fri, 29 Nov 2019 14:00  
Author: Elkana Capelle <elkana.capelle@nauru.gov.nr> 
 

1. Purpose of document 
 

This document contains a description of Cyber Security Awareness Team (CSAT) 
according to the RFC 2350. It provides basic information about the Nauru government 
CSAT, the ways it can be contacted, describes its responsibilities and the service offered. 

 
1.1 Date of last revision 
 
This is version 0.1, published in November 2019. This version will be in effect until it is 
overwritten by a recent version. 

 
1.2 Location where the document can be found 
 

The current version of this document can be found at the www.naurugov.nr website 
under the ICT Department – CSAT 
 

1.3 Document authentication 
 
This document has been approved by the Secretary of Telecommunication under the 
Ministry of Telecommunication. 
 
2. Point of Contact Information 
 
2.1 Group name 
 
Cyber Security Awareness Team - CSAT 
 
2.2 Address 

 
ICT Department 
Ministry of Telecommunication 
Republic of Nauru 
Government Building 
Yarent District 

 

2.3 Time zone 
 

Time zone in Nauru (GMT+12) 
 

2.4 Telephone number 
 

http://www.naurugov.nr/
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+674 557 3123 
 

 

2.5 Electronic mail address 
 

Please send cyber security incident and enquiries to csat@nauru.gov.nr. Non-
incident related mail should be addressed to helpdesk@nauru.gov.nr. 
 

2.6 Point of customer contacts 
 

The team leader of CSAT is Elkana Capelle. Other team members are listed in the 
http://10.10.10.15/government/departments/department-of-telecommunications/cyber-
security-awareness-team-committee.aspx  

 
 

2.7 Other information 

General information about the CSAT can be found on the website at the link 

www.naurugov.nr  

 

3. Scope of work 

 
3.1 Mission Statement 
 

Cyber threats have increased over the last few months. The Republic of Nauru ICT 
has had few encounters resulting in loss of data and delay of ICT services. ICT 
envision that by enhancing its awareness and having to educate its users within then, 
this will increase its chance of mitigating cyber threats. For example, the most 
vulnerable sector is the user and by educating users this will surely reduce the risk of 
cyber security risk. 

 
3.2 Establishment and responsibilities 
 

The CSAT was established in 2019 by the ICT department. The main responsibilities 

and services provided to the Nauru government departments.  

 

4. Policies  
 

4.1 Incident handling and level of support 
 

http://10.10.10.15/government/departments/department-of-telecommunications/cyber-security-awareness-team-committee.aspx
http://10.10.10.15/government/departments/department-of-telecommunications/cyber-security-awareness-team-committee.aspx
http://www.naurugov.nr/
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The level of support offered by the CSAT is only to provide Cyber Safety Awareness 

and basic incident handling. 

4.2 Cooperation, Interaction and Disclosure of Information 
 

The CSAT highly regards the importance of operational cooperation and information 

sharing between different departments, which may contribute towards or make use 

of their services All sensitive data and information are transmitted in a secure 

channel.  

 
5. Disclaimer 
 

While every precaution will be taken in the preparation of information, notification 
and alerts, the CSAT assumes no responsibility for errors or omissions, or for 
damages resulting from the use of the information contained within. 


